
What is Blocky?

A software product to protect backup data from 
ransomware on the last possible line of defense. Blocky 
takes a fingerprint from every application (e.g. Veeam) and 
prevents write access if the fingerprint is not explicitly 
released for this process.

Highest protection for 
backup data
Common protection procedures are incomplete. Blocky can 
protect your backup data from damage even if the 
productive data has been encrypted. Blocky 2.5 - 
Temperproof with Deactivation Protection - represents the 
highest possible security for your backup data.

Blocky for Veeam®

Highest protection against ransomware 
for your backup through fingerprint & 
WORM technology

Backup Data Backup Data

Veeam Backup Without Blocky

Ransomware can enter the backup system
an modify/encrypt/delete the backup data.
 

The user no longer has access to their data.

Backup data is protected by Blocky. Only the
whitelist application can modify data.
 

Backup data is always protected and 
accessible even in the case of an attack.

Veeam Backup With Blocky

Blocky Fingerprint Check
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