
iOS 26 und macOS 26 Readiness & CIS Compliance Check

Sind Ihre Systeme bereit 
für Apple Intelligence?

bechtle.com

Mit der Einführung von iOS 26 und macOS 26  bringt Apple nicht nur neue Funktionen, 
sondern mit Apple Intelligence auch erweiterte KI-Features auf die Geräte. Diese Funktio-
nen bieten neue Möglichkeiten für Produktivität und Automatisierung, stellen aber auch 
höhere Anforderungen an Sicherheit, Datenschutz und Systemkonfiguration. Unterneh-
men müssen sicherstellen, dass ihre Geräte, Management-Systeme und Richtlinien auf 
dem neuesten Stand sind, um diese Funktionen datenschutzkonform und sicher nutzen 
zu können.



iOS 26 und macOS 26 Readiness 
& CIS Compliance Check.

bechtle.com

Readiness Check. 
• Technische und organisatorische

Überprüfung der aktuellen iOS- 
   und macOS-Umgebung.
• Prüfung der Kompatibilität mit

der neuen Apple-Generation.
• Bewertung der MDM-Konfigurat-
  ion in Hinblick auf neue Funktio-
  nen und Sicherheitsvorgaben.
• Analyse der Auswirkungen von

Apple Intelligence und anderen
KI-Funktionen auf Datenschutz
und Compliance.

Zukunftssicherheit. 
Vorbereitung auf 
kommende Updates 
und Sicherheitsstan-
dards.

Optimale Nutzung neuer 
Funktionen. Technische 
und organisatorische Vor-
aussetzungen für Apple 
Intelligence schaffen.

Minimierung von Sicher-
heitsrisiken. Schließen 
von Konfigurationslü-
cken vor dem Rollout 
neuer Betriebssysteme.

Datenschutz und DSG-
VO-Konformität. Sicher-
stellen, dass neue 
Funktionen nur zulässi-
ge Daten verarbeiten.

Durchführung des Readiness & 
Compliance Checks für einmalig 1.499 €.

Detaillierte Dokumentation der Findings – 
mit klaren Handlungsempfehlungen.

Optionale Umsetzung der Anpassungen – 
auf Wunsch durch uns, Abrechnung nach 
Aufwand.

CIS Level 1 & Level 2 Compliance Check. 
• Vergleich der aktuellen Gerätekonfigura-
  tion mit den offiziellen CIS Benchmarks
(Center for Internet Security).

• CIS Level 1: Basis-Sicherheitsmaßnahmen
für jede Umgebung.

• CIS Level 2: Erweiterte Sicherheitsmaß-
  nahmen für Umgebungen mit erhöhten
Schutzanforderungen oder regulator-

  ischen Vorgaben.
• Klare Handlungsempfehlungen zur Errei-
  chung oder Optimierung der Compliance.

1. 2.
Unsere  Leistung im Überblick:

Warum diese Checks sinnvoll sind.

Unser Angebot an die Kunden.  Readiness Check: Analyse, ob die technische 
Infrastruktur und Konfiguration für ein neues 
System- oder Funktionsupdate bereit ist.

CIS Level 1: Basis-Sicherheitseinstellungen des 
Center for Internet Security, geeignet für alle 
Umgebungen.

CIS Level 2: Erhöhte Sicherheitseinstellungen, 
empfohlen für Umgebungen mit hohen Com-
pliance- oder Datenschutzauflagen.

Kurze Begriffserklärung.

Bereit für den Check? Kontaktieren sie uns direkt. 
Sebastian Harbecke     
       sebastian.harbecke@bechtle.com

+49 221 31060 248

Ergänzend bieten wir Ihnen bei Bedarf 
zusätzliche Compliance Checks – 
maßgeschneidert und zuverlässig.


