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OVERVIEW
Work environments are transforming to digital workplaces, 
with billions of mobile workers using their mobile devices to 
access applications designed to make them more productive. 
Mobility and IoT – along with these business critical 
applications – drive increasing demand on the network. At 
the same time, these mobile workers expect a consistent 
user experience from their mobile device and applications 
where ever they are.  

To enable an always-on network with the desired performance 
for high density environments, enterprises must deliver a 
wireless network that accommodates these requirements and 

deployment to move at the speed of their business. 

ArubaOS 8 provides new features and capabilities that 

 
Mobility Controllers by centralizing wireless 

network visibility and control. Deployed as a virtual  

branch deployment. 

The other innovation in ArubaOS 8 is the Aruba Mobility 
Master – the next generation of master controller that is 

be deployed as standalone or managed by Mobility Master 

Organizations with virtualized initiatives can take advantage 

Flexible deployment and ease of operation

locations or the hardware appliance Mobility Controllers 

dynamically scale to support the needs of a rapidly growing 

infrastructure. For high availability, customers can use 

without the need to purchase separate controllers.

are associated with this new operating system – such as an 
always-on network with Controller Clustering, optimized 

advanced cryptography
Adaptive Radio Management, ClientMatch, 

and RFProtect module and wireless intrusion protection. 
For networks with higher encryption needs, the Mobility 

network processors to accelerate cryptography and packet 
forwarding performance. For a detailed list of ArubaOS 8 
features, please see the ArubaOS 8 data sheet.
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ARUBA VIRTUAL MOBILITY CONTROLLER (VMC)

8k


