
Probably the best encryption solution
on the market for more than 20 years

WE DON’T WANT YOU TO...

WE PROTECT YOU 
AGAINST

A CHOICE OF OPERATIONAL MODELS

CUSTOMERS WHO TALK ABOUT US

PRICING MODELS 
MADE-TO-MEASURE

Several thousand customers, from handicraft businesses, public 
authorities and
non-profi t organisations through to major international corporations 
from every industry.

Invest in email encryption instead of paying for data decryption!

• CEO fraud
• espionage
• unauthorised access to

confi dential information
• manipulation of content

• On-premises
• MSP 
• Hybrid
• M365:

One-click integration  
through prepared   
PowerShell scripts

• SaaS - SEPPmail.Cloud
• Azure
• ERP and/or process 

integrations:
System can be controlled   
by freely-confi gurable   
subject commands

• Flexibility:
We offer you a suitable  
variant for all your 
requirements: perpetual or 
subscription

A CHOICE OF OPERATIONAL MODELS

CUSTOMERS WHO TALK ABOUT US

, from handicraft businesses, public 

non-profi t organisations through to major international corporations 

Invest in email encryption instead of paying for data decryption!

• SaaS - SEPPmail.Cloud
• Azure
• ERP and/or process 

integrations:
System can be controlled   
by freely-confi gurable   
subject commands

requirements: perpetual or 
subscription

USERS

... become technical experts
in email encryption.

... have users who have to think
twice about whether they can 
communicate securely and send 
large-volume fi les.

ADMIN

... waste your time
managing certifi cates.

... face suddenproblems.

... have several different
contact persons for your
tasks.

EXECUTIVE TEAM

... be liable for data protection
breaches.

... be liable with your
private assets.

... fi nd the products and services
you offer at your competitors.

... appear in the newspapers
with negative reports.

... pay to have your data 
decrypted again.



SYSTEM

CERTIFICATES

LFT

EMAIL FILTER

EMAIL SIGNATURE

ENCRYPTION

• Your fl exibility: decide on the CA of your choice: 
Sectigo, D-Trust, Global Sign, QuoVadis+Digicert, 
SwissSign: Connectors are included as standard 
without a surcharge

• 100% automated administration

• Fully integrated in the email process; thereby offers 
intuitive operation by every user; also with free Outlook 
add-in

• No more shadow IT

• No overloaded memories

Additional functionalities

• Dynamic multi-level, spam detection, 
anti-virus, quarantine, 
Backscatter Mail Minimisation, 
link tracking & blocking

• “Where is” search functionality

• One admin and management portal for all 
processes and tasks

• Predictive support

• An email signature creates integrity:
the communications partner is the person they claim to 
be

• And authenticity: any change in the content is 
indicated to the recipient with a broken signature

• Sent public keys are checked and collected

• Your personal public key is distributed, which means that 
every recipient is able to reply with encrypted emails

• Automatically at the gateway - without any action 
required by the sender

• No low-security JAVA technology installed

• Durable, time-proven Open BSD as operating system

• User interfaces can be adapted to the CI of the 
company

• Free choice of VM
ESX, Hyper-V, Hyper-Visor, KVM

• All-in-one fi rmware!   - No individual systems

• Solution offers accessible use according to BITV 2.0

• SEPPmail.cloud

• The encryption is carried out in accordance with the state 
of the art as defi ned by the EU GDPR and the German 
Act on the Protection of Trade Secrets. This protects 
the email content against being accessed and viewed 
by unauthorised third parties, and protects you against 
possible penalties

• Automatic and whenever you want it or need it!

- if the public key of the recipient is collected and/or 
available, or the SEPPmail managed domain encryption 
is active

- forced, if an email has been marked as 
“CONFIDENTIAL”. 

- always and for everyone thanks to the patented GINA 
procedure
With manipulation-free read confi rmation upon 
request

• The SEPPmail managed domain service enables secure 
B2B communication with over 10,000 participating 
domains in D/A/CH with no extra costs

• Encrypted emails are always 
delivered to recipients in full

- Conserves your IT resources

- Is therefore in the responsibility remit of 
the recipient

DISCLAIMER

• Disclaimer management ensures a uniform company 
profi le at the external level

For further information,
visit www.seppmail.com


